The healthcare domain can be seen as an emergent application for cloud computing, in which the Meaningful Use Stage 3 guidelines recommend any health information technology (HIT) system to provide cloud services that enable health-related data owners to access, modify, and exchange such data. This requires mobile and desktop applications for patients and medical providers to obtain health information from multiple HITs, that may be operating with different paradigms (e.g., cloud services, programming services, web services), use different cloud service providers, and employ different security/access control techniques. Health Information Exchange (HIE) provides a more complete health record of an individual that improves patient care with relevant data gathered from multiple health information technology (HIT) systems. In support of HIE, the Health Level Seven (HL7) XML standard was developed to manage, exchange, integrate, and retrieve electronic health information. In 2011, HL7 began drafting a next-generation standard, Fast Healthcare Interoperable Resources (FHIR), to facilitate the development and interaction of mobile health (mHealth) apps, HIT data sharing, and common format for information modeling. FHIR is based on RESTful APIs and supported by a FHIR server infrastructure that facilitate the exchange in a cloud computing setting. FHIR while possessing a security specification, has yet to define and identify actual security mechanisms for secure data exchange via RESTful API calls. The need to develop mobile applications and services has dramatically increased in the marketplace, with the Gartner group forecasting the business demand for new and diverse mobile applications by the end of 2017 will grow five times larger than the ability of a typical IT organization to deliver. The HL7 Fast Healthcare Interoperability Resources (FHIR) standard is designed to enable interoperability and integration with the newest and adopted technologies by the industry. This is facilitated via a FHIR server that provides a RESTful CRUD services to access an HIT system. In support of this broad area, we are conducting work with complementary foci:

- **Role-Based Access Control (RBAC) for Mobile Computing**: Our initial work in this area (Rivera Sanchez and Demurjian 2016) focused on user authorization requirements for mobile computing that then led work on the incorporation of API-based role-based access control (RBAC) (Rivera Sanchez, et al., 2016) in a mobile application and its server/database. In (Rivera Sanchez, et al., 2017), we incorporate role-based access control (RBAC) into FHIR to support the ability to control access of who can call which services of FHIR RESTful APIs that manage sensitive healthcare data. The work was demonstrated utilizing a mHealth application that communicates with the OpenEMR electronic health record via the HAPI FHIR server.

- **Blueprints of Architectural Design for Integrating mHealth Apps with HITs via FHIR**: This work (Baihan, et al., 2017) presents a number of blueprints for the design and development of FHIR servers that enable the integration between HIT systems with mHealth applications via FHIR. Each blueprint is based on the location that FHIR servers can be placed with respect to the components of the mHealth application (UI, API, Server) or a HIT system in order to define and design the necessary infrastructure to facilitate the exchange of information via FHIR. To demonstrate the feasibility of the work, this chapter utilizes the Connecticut Concussion Tracker (CT2) mHealth application as a proof-of-concept prototype that fully illustrates the blueprints of the design and development steps that are involved. The blueprints can be applied to any mHealth application and are informative and instructional for medical stakeholders, researchers, and developers.

- **Framework for Secure and Interoperable Cloud Computing**: The effort reported in (Baihan and Demurjian, 2017) supports a global security policy and enforcement mechanism access to cloud services with role-based, discretionary, and mandatory access controls. To support interoperability and exchange of healthcare data, the Health Level 7 (HL7) standards organization has proposed the Fast Healthcare Interoperability Resources (FHIR) which models healthcare data with XML or JSON schemas in a set of 93 resources to track a patient’s clinical findings, problems, allergies, adverse events, history, suggested physician orders, care planning, etc. For each resource, a FHIR CRUD RESTful Application Program Interface (API) is defined to share data in a common format for each of the HITs that can then be easily accessible by mobile applications. In such a context, there is a need to support with a heterogeneous set of information sources and differing security protocols (such as role-based, mandatory, and discretion access control). To demonstrate the realization of FSICC, the framework has been applied to the integration of the Connecticut Concussion Tracker (CT2) mHealth application with the OpenEMR electronic medical record utilizing FHIR.

- **Adaptive Trust Negotiation for Time-Critical Access to Healthcare Data**: Adaptive trust negotiation (Sanzi, et al., 2016) in a mobile environment is a means to dynamically adjust security parameters based on the level of trust established during the negotiation process thereby enhancing mobile security via a trust profile that contains a proof of history of successful access to sensitive data to facilitate identification and authentication that requests data from a server where no relationship between the user and server has previously existed as a result of trust negotiation. Using that as a basis, our recent work (Sanzi and Demurjian 2017) proposed a new model of trust negotiation using role-
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